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# PROJECT OBJECTIVE

* For the success of each and every project, first the project objectives need to be framed so as to carry out the project with a smooth flow and bring out the desired output.
* The goal of the project is to identify or detect the fake email or fake website that is used by the hackers to hack our personal data.
* This can be achieved by using the machine learning and python coding run on the jupyter notebook and flask coding run in the spyder.
* The objectives of this project can be summarized as follows::
* You’ll be able to understand the problem to classify if it is a regression or a classification kind of problem.
* You will be able to know how to pre-process/clean the data using different data pre-processing techniques.
* Applying different algorithms according to the dataset
* You will be able to know how to find the accuracy of the model.
* You will be able to build web applications using the Flask framework.
* Upon completing all the above mentioned milestones we can obtain a model which can predict the website or mail weather that is the fake or real